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Abstract: This article analyzes the concept and legal nature of social media accounts to explore whether these can become the object of civil-law rights, particularly, an object of property or so-called virtual property rights. It examines the essence of a social media account and reveals the possibility of distinguishing specific elements in its structure. Some problems connected to social media accounts including liability for its content to the opportunity to purchase an account are investigated. The recent case law concerning business accounts is analyzed. The conclusion is made that every company should develop its own policy concerning social networks where all possible consequences connected with the rights in relation to social media accounts of the company would be specified, as there is no uniform court practice on this issue. The article also considers, whether it is possible to inherit a social media account. This takes into account approaches in various countries to the problem of determination of the post-mortem fate of digital assets, which shows a unified tendency to consider social media accounts as part of the estate transferred to the heir.
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INTRODUCTION

Everyone’s life is so closely linked to the Internet today, and it is so natural for us to “live online” that we rarely remember all our online activities and rarely think about the number of accounts we have, as we forget about many of these very soon after their creation. However, according to some data, an average user of the Internet has about ninety accounts. This is an obvious reason to think about the associated problems. Moreover, according to statistics, over 30 million small businesses have a presence on Facebook, over four million companies have LinkedIn profiles and Instagram attracts over five-hundred million users every month. At the same time, there is a big gap in legislation on the legal nature and regulation of legal relationships governing these accounts, although some of them have a considerable value for their users. Sometimes social media accounts generate income, for example, in case of monetization of YouTube video, or due to the number of followers that gives the opportunity to obtain revenue from advertisement. The fact that social media accounts do have an economic value gradually converts them into important legal objects. Accordingly, there is a need to considerate how such accounts can be transferred during both the life of and on the death of the holder.
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1. THE CONCEPT AND STRUCTURE OF A SOCIAL MEDIA ACCOUNT

To answer the questions mentioned above, the concept of an account must be determined firstly. Technically, a user account is a relationship established between a user and a computer, network or information service. In this relationship, a user is identified by a username and password, which are optional for computers and networks, but mandatory for registrations and subscriptions to online services. An account can also be defined as a collection of data associated with a particular user of a multiuser computer system. Each account comprises a username and a password, and is the subject of security access levels, disk storage space, etc.

The term “social media” encompasses any online platform that allows individuals to communicate, create content and interact socially. Social media can include blogs, wikis, podcasts, photos and video sharing, virtual worlds and social networking sites, such as Facebook, Instagram, LinkedIn and Twitter.

Therefore, the conclusion can be made that a social media account (profile) is a personal page, where a user posts his or her personal information, uploads video, audio and other content, and by means of which he or she interacts with other people. The use of this page is only possible after a special procedure of authorization by creation of a username (login) and password. Thus, an account includes several elements: firstly, authentication information (which is necessary for authentication of the user by a provider and includes a username and a password); secondly, an account is linked to a database on the server provider, where information from this account is stored. This database connects a user with information available from social media. Generally, it feels like a “cyberspace within cyberspace” – one’s own place within the larger context (if by “cyberspace” we understand online platforms like Facebook, Google, YouTube, Twitter and so on. Such platforms are usually called “services”, but they are not services in the traditional legal sense, they are rather so-called “cyberspaces”, where people are “digitally present” and acquire a license to use them).

However, not all social media accounts are connected to web pages. For instance, accounts in Viber, WhatsApp and other applications connected with a phone number, exist within mobile applications and are not profile-based networks. They also give their users some other opportunities that create their characteristics, which have to be taken into consideration when developing the legal regulation of the relations connected with them.
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It seems appropriate to distinguish the elements of an account such as a username and information from the user’s personal page. Such an approach is helpful because in some cases one may be interested only in the acquisition of a username. For instance, someone registers an account with a certain username. Then a new legal entity with the same name appears. Logically, such an entity would like to have an account with its own name, which would make it easy to find it. Unfortunately, if such an entity wants to register an account in the same social media, it is impossible because such a record already exists. An individual who registered the account with the username, which is the object of interest to the new created legal entity, could agree to alienate it. In this case, the profile information could first be deleted, because the object of interest would be only the username, not the whole profile. At the same time, in some cases one may be interested in purchasing the whole user’s profile (for instance, when the purpose is to acquire the content and followers). In that case, the object sought will be the whole account, not just the username. We are mentioning this here, because despite the fact the possibility to alienate either profile or username is not provided for by any legislation, those arguments should be considered while developing a regulatory frame for social media accounts.

According to the US case law, a username and password are classified as a trade secret. This seems to be appropriate. Nevertheless, this approach has been criticized in some scholarly works, where it is argued that a username and password do not have independent economic value and thus cannot be a trade secret. This statement cannot be accepted because of the reasons mentioned above. Even if some of the grounds for criticizing the trade secret theory are valid, it is still obvious, that a username can have an economic value so it should be classified as a property asset. The concept of property is becoming more and more flexible nowadays. For instance, in American property law economic value is recognized in a wide variety of tangible and intangible assets, including one’s personal image. The extension of a property interest to a username, which is also a kind of digital data, is not a problem at all for American law. It can be an issue for European countries though, because the concept of property is narrower here. Nevertheless, this question is beyond the scope of this article, which is focused on the social media account as such and just discusses the possibility to distinguish different elements in its structure and some issues connected with each of them.

Thus, social media accounts have a complex structure and differ from one another depending on the opportunities given by a particular platform. We may try to define what kind of elements are present in the structure of the account in a profile-based network, such as Facebook. First of all, as mentioned above, there is a username and a password as a way of authorization of the user, secondly, there is information that is posted by a user on his or her personal page. Such information (like posts, comments) is protected by copyright law. Here the question could arise, who retains the right to the content posted on...
a social media account? Usually, according to the Terms of Service of the most popular social networking sites, the right on the content posted on a social media account belongs to its user. However, some social networking sites, particularly Facebook, provide the right in their Terms of Service to use all the user’s works under the authority of a special license, given by the user at the point of registration.\textsuperscript{11} Speaking about the immense opportunities of social media developers, which allow them, among other rights, to block or even remove the account, Przemysław Palka (who considers accounts to be objects of virtual property) mentions the so-called “digital force”.\textsuperscript{12} This right of social media developers, established by internal Terms of Service, gives them a power to control and even to dispose of users’ accounts. This has been criticized heavily, especially in the context of opportunities of some companies to delete accounts in case of their long non-use or the death of the user.\textsuperscript{13}

One more element that can be distinguished in the structure of an account is the user's correspondence, which, obviously, has to be protected by the general provisions on the secrecy of correspondence enshrined in the Constitutions of most European countries. Besides, the account is inseparably linked to the user's personal data, and here the issue of personal data protection raises. What kind of information is considered personal data of an individual and how it should be protected is specified, particularly, in the recent legislation on data protection – General Data Protection Regulation (GDPR). According to the GDPR, ‘personal data’ means any information relating to an identified or identifiable natural person (‘data subject’); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person\textsuperscript{14} (most people provide a lot of this data when they register on social media).

Therefore, the legal regulation of social media accounts, involves contract law provisions (Terms of Service developed by social media owners), intellectual property rights, data protection and privacy regulation, as well as property rights. Considering the above-mentioned, we can suggest the distinguishing of a legal regime of separate elements of the account (applied for the moment depending on what kind of rights need to be protected), and a legal regime of the account in general (which we are trying to define, because for the moment an account has no legal regime as a specific object). For instance, in case author's rights to the content in a social media account are broken, such rights are fully protected by existent copyright law. The same is with regard to rights to correspondence or personal data as elements of a social media account: in case of their breach, the solution can be found in existent provisions on the secrecy of correspondence or legisla-
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tion on data protection. At the same time, our scope is to find or develop the solution for the protection of a social media account as such, to understand whether it can or cannot be a specific object of legal relationships. Thus, we need to answer the question of whether it can be considered as the object of a property right (or the right of so-called virtual property\(^\text{15}\)) and whether it can be sold or leased to third parties.

2. IS IT POSSIBLE TO SELL YOUR PERSONAL DATA?

One of the most important issues, which arise from the possibility of transferring an account, is the question on the destiny of personal data. In particular, is it possible to transfer personal data (as a part of the account or separately).

The discussion about the proprietary rights to personal data has been lasting for decades. There were several academic researchers on whether property rights should be granted to data subjects with regard to their personal information. In 1960s, Alan Westin proposed to recognize personal information as an object of property rights.\(^\text{16}\) In 1993, Kenneth C. Laudon proposed information markets for personal information. He considered it was entirely possible to extend property interest to the data.\(^\text{17}\) Later Vera Bergelson advocated that property rights were a suitable legal framework for personal information. She offered to distinguish two types of rights on personal data. Certain rights are inalienable, while other rights for specific data could be transferred. Such rights include rights to obtain records, demand corrections, and block or erase inaccurate information.\(^\text{18}\) In 2011, Jamie Lund stated that an individual should have an “enforceable property right” over his or her personal information. He described it as a “limited” property right, sufficient to allow individuals to enforce requests for retraction or correction of inaccurate personal information.\(^\text{19}\)

After the GDPR entered into force, a new wave of discussions on proprietary rights to personal data emerged. Since the GDPR provides for such provisions, as an opportunity to receive copies of the data, to transfer the data from one controller to another, to demand their destruction and so forth (Articles 17, 20, 26 GDPR), some scholars started to discuss again the possibility of considering personal data to be a kind of property. This was explained by the fact that the specified rights are similar to an owner’s rights to use, to dispose of and to get an income from the non-material asset that he owns.\(^\text{20}\)


However, the statement that personal data is a kind of property does not have much support. For instance, in the French legal literature the above-mentioned scholarly work is criticized. It had been stated that the rights given to users by the GDPR are mistakenly equated to a form of private property. The GDPR does not mention private property concerning personal data. According to this legislation, personal data is protected as an attribute of an individual, but not as a kind of property.

At the same time, some provisions of the GDPR generate a question about the possibility of selling personal data to the third party. To illustrate the issue, we can consider when an individual sells his or her personal data to a third party. This is supposed to be possible on the basis of Article 6 of the GDPR, according to which “processing shall be lawful only if and to the extent that the data subject has given consent to the processing of his or her personal data”. Respectively, the subject interested in such processing, could be ready to pay for the consent to process someone’s personal data. However, according to the concept of “free consent”, the consent must be “unconditional” and consequently, it should be free from any influence, like sanctions or remuneration. If such a concept is accepted officially, then nobody will be able to transfer his or her personal data for remuneration and such a transaction would be considered invalid. It will be equivalent to the statement that personal data are “out of trade” and cannot be transformed into goods.21

The fact that personal data cannot be equated with goods is stated also in Guidelines 2/2019 on the processing of personal data under Article 6(1)(b) GDPR in the context of the provision of online services to data subjects. According to Art. 54 of those Guidelines, data protection is a fundamental right guaranteed by Article 8 of the Charter of Fundamental Rights. Taking into account that one of the main purposes of the GDPR is to provide data subjects with control over information relating to them, personal data cannot be considered as a tradeable commodity. Even if the data subject can agree to the processing of personal data, they cannot trade away their fundamental rights through this agreement.22

Thus, it seems that the position of the legislator is quite clear: personal data is an inalienable attribute of an individual and because of that cannot be seen as goods or as an object of property right.

However, the recent adoption of Directive (EU) 2019/770 of the European Parliament and of the Council of 20 May 2019 on certain aspects concerning contracts for the supply of digital content and digital services23 (hereinafter referred to as the Directive) may be
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revolutionary in terms of the legal nature of personal data. This Directive aims to strengthen consumer protection in the online environment and implements changes to EU consumer protection legislation within the Digital Single Market and “A New Deal for Consumers” package. The Directive covers contracts between traders and users in which a trader supplies or undertakes to supply digital content or a digital service in exchange for a price (which is defined in the Directive as money or digital expression – electronic coupons, vouchers, cryptocurrency) or the provision of personal data.

According to art. 24 of the Directive, “digital content or digital services are often supplied also where the consumer does not pay a price but provides personal data to the trader. Such business models are used in different forms in a considerable part of the market. While fully recognizing that the protection of personal data is a fundamental right and that therefore personal data cannot be considered as a commodity, this Directive should ensure that consumers are, in the context of such business models, entitled to contractual remedies. This Directive should, therefore, apply to contracts where the trader supplies, or undertakes to supply, digital content or a digital service to the consumer, and the consumer provides, or undertakes to provide, personal data. The personal data could be provided to the trader either at the time when the contract is concluded or at a later time, such as when the consumer gives consent for the trader to use any personal data that the consumer might upload or create with the use of the digital content or digital service”.

Thus, the Directive, in fact, recognizes personal data as a kind of “currency” in the digital world. Extending the scope of the Directive to contracts for which the consumer “pays” by providing his or her personal data is revolutionary for consumer protection legislation and provides consumer protection in the area of contracts that were previously considered as “free”.

The purpose of developing the concept of a “contract for the supply of digital content and digital services for which the consumer provides personal data instead of paying money” was to spread the principles of consumer protection to the so-called “free services”. Some services could not be considered “free” given the growing economic value of personal data. It is unjust that when consumers do not pay money but still provide their personal data for the use of services, they do not receive an adequate protection of their rights, as this situation does not fall under the requirements of EU consumer protection law. It has therefore been proposed to extend the consumer protection provisions to cases where a consumer receives a service in exchange for the provision of his or her personal data, as this responds to current economic realities and needs.

In fact, the Directive recognizes the possibility of exchanging personal data for digital content and digital services. If the value and the possibility of exchange for other goods (exchange value) is recognized for a certain phenomenon, it can be qualified as an introduction of this phenomenon into the civil turnover. It seems that the provisions laid down in the Directive may be the first step in the revision of the concept of personal data and implementation in consumer protection.
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possibly even the extension of the legal regime of ownership to personal data. However, nowadays it is impossible to sell personal data neither as a specific object nor as a part of a social media account.

3. DOES THE PROPERTY RIGHT TO INFORMATION EXIST?

The issue of the property right to personal data is connected with a discussion about the property right to information (as personal data is a kind of information). To date the answer to this question is negative. Information is considered to be a separate object of civil rights, and provisions on property rights do not extend on the relations connected with information.

In English legal literature, we can find some additional arguments against the statement that information can be considered a kind of property. For instance, an analysis of the case of *Fairstar Heavy Transport NV v. Adkins*\(^\text{26}\) concerning the right to demand the content of electronic business emails stored in the defendant’s computer led a judge, Sir John Mummery, to the conclusion that information cannot be considered a kind of property. He does not exclude the possibility of extending the law of property rights to information in the future, but to date sees no reason for that. The Canadian case of *Tucows v. Renner*,\(^\text{27}\) where unfair use of a domain name was a subject of judicial proceedings, is given as the only exception. The case was decided in the plaintiff’s favor, but at the same time, it was noted that the domain name is personal property, a part of the intangible property of the claimant, and something more than just information.\(^\text{28}\) (This conclusion is important for our investigation, so we will return to it later).

There are some scholars who take the middle ground in this discussion. For instance, Przemysław Palka expresses the opinion that there is a need to distinguish information (data) as a form and information as a content. The scholar emphasizes differences between a digital form (such as the e-book instead of the real (tangible) book) and information as knowledge, which can be stored in material form, for example, on paper. Analyzing from this perspective the position of Sir John Mummery, Przemysław Palka notes that if the above-mentioned case (concerning the request of information from e-mails) had taken place 30 years ago, the case would not have been about the information, but only about the request for paper letters. Thus, several years ago when electronic letters did not exist yet, the case would be about the claiming of material objects which were in someone’s possession, and the question of information, in relation to the content of these paper letters, would not arise at all. The problem arises because e-mails simultaneously contain information and are information in themselves, because they consist of bits, which means that they exist as information, but we should understand them as “information technology”, not “information asymmetry”.\(^\text{29}\) The Information Asymmetry is precisely defined as

---

\(^{26}\) See *Fairstar Heavy Transport NV v Adkins* (2013). (EWCA Civ 886).


\(^{29}\) PALKA, P. *Virtual property: towards a general theory*. 
a situation in which respective parties own different amounts and types of information over time about a project or contract. Therefore, to date information has a dual nature and can be considered both in terms of content and form. Even though the issue of property rights to information as knowledge (that is personal data) still remain the subject of discussion, whatever the result of this discussion would be, it can safely be said, that it is a necessary to distinguish (1) property law aspects of information as knowledge and (2) property law aspects of digital objects, which are only information (data) as a form.

4. THE LEGAL NATURE OF SOCIAL MEDIA ACCOUNTS

Following this perspective, we can draw the conclusion that accounts can be considered as a form in which information exists. Here it is possible to draw an analogy between written and electronic forms of documents and transactions: initially there was an uncertainty in understanding of the legal nature of electronic transaction, but now the electronic form of a transaction is equated to the written one in majority of countries. The same applies for an account: it is possible to consider it as a digital object, the object of property rights (perhaps, a special kind of property – virtual property), just as other material forms of existence of information are objects of ownership and other property rights.

To confirm this conclusion, we may also refer to the definition of the legal nature of domain names, prevailing in world practice (as domain names are similar to accounts, we will consider this point). Thus, the position according to which a domain name is a kind of property was established in Canadian case law (Tucows v. Renner). In the US case law an approach according to which a domain name is a kind of personal property prevails (Kremen v. Cohen). Domain names are considered to be covered by the right protecting possessions in terms of Article 1 of Protocol No. 1 to the Convention for the Protection of Human Rights and Fundamental Freedoms (Paeffgen GmbH v. Germany).

The European Court of Human Rights has recognized domain names as a type of property. In Paeffgen GmbH v. Germany an applicant held several thousand internet domain names which had been registered by the competent registration authority. Subsequently, several proceedings were brought against the applicant by the competent registration authority. Subsequently, several proceedings were brought against the applicant by other companies and private
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individuals claiming that the registration and use by the applicant of certain domains breached their trademark rights and/or their rights to a (business) name. The applicant company complained that the prohibition on using or disposing of the internet domains in question and the duty to apply to the registration authority for cancellation of these domains had violated its property rights. It relied on Article 1 of Protocol No. 1 to the Convention, which provides: “Every natural or legal person is entitled to the peaceful enjoyment of his possessions. No one shall be deprived of his possessions except in the public interest and subject to the conditions provided for by law and by the general principles of international law. The preceding provisions shall not, however, in any way impair the right of a State to enforce such laws as it deems necessary to control the use of property in accordance with the general interest or to secure the payment of taxes or other contributions or penalties”.

In determining whether the denial of the applicant company’s right to use the domain names registered for it amounted to an interference with its “possessions”, the Court found that the concept of “possessions” referred to in Article 1 of Protocol No. 1 has an autonomous meaning which is not limited to ownership of physical goods and is independent from the formal classification in domestic law. Certain other rights and interests constituting assets can also be regarded as “property rights”, and thus as “possessions” for the purposes of this provision. In the case of non-physical assets, the Court took into consideration, in particular, whether these gave rise to financial rights and interests and thus had an economic value. It has thus considered, for example, intellectual property, such as trademarks and copyrights, or licenses to use property in a particular way (such as licenses to serve alcoholic beverages or fishing rights) to constitute possessions.

Likewise, in California in Kremen v. Cohen it was established that domain names are intangible property. In this case, the plaintiff (Kremen) owned the domain “sex.com”, which he purchased from Network Solutions. The defendant (a notorious con man) sent a fraudulent letter to Network Solutions claiming to be Kremen and instructing the cancellation of the registration, after which the defendant took ownership of the domain. Kremen filed a suit against Cohen seeking to reacquire the domain name and Cohen’s ill-gotten profits. During the process, the question arose as to whether intangible property can be the subject of the tort of conversion. The court stated that California law recognizes “conversion of intangibles represented by documents, such as bonds, notes, bills of exchange, stock certificates, and warehouse receipts”. But intangible property such as “goodwill of business, trade secrets, a newspaper route, or a laundry list of customers” cannot be the subject of a conversion. In Berger v. Hanlon it was noted that “[a]lthough the common law rule has been relaxed somewhat, and the tort may now reach the misappropriation of intangible rights customarily merged in or identified with some document, it has not yet been extended further”.
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Network Solutions contended that a domain name is a form of intangible property which cannot be the subject of a conversion claim and the Court concurred, because there was simply no evidence establishing that a domain name was “merged in or identified with” a document or other tangible object. Thus, the Court found that under the traditional precepts governing the tort of conversion, a domain name was not protected intangible property.37

If we recognize that an account has economic value and, respectively, can be covered by the right to possessions in terms of Protocol No. 1 to the Convention for the Protection of Human Rights and Fundamental Freedoms, owners of accounts will have the power to transfer their personal accounts to third parties. (We should point out that an account does have economic value. This value is the maximum amount a consumer is willing to pay for an item in a free market economy.38 Therefore, the fact that there are individuals interested in obtaining someone’s account means that accounts do have value). However, there is a problem in relation to the elements of an account such as personal data and correspondence. It seems that to date alienation of personal data is impossible, therefore in the case of transferring the account, personal data, correspondence and other personal information must be removed. Where an account is being transferred, considering its complex character, it is worth determining the fate of each of its elements in the contract of transfer.

5. WHO OWNS SOCIAL MEDIA BUSINESS ACCOUNTS?

To date, in the USA disputes concerning rights in relation to social media accounts have been common. Most of these have been connected with so-called business accounts, which are companies’ profiles created and managed by their employees. Thus, in the case of employee dismissals, the issue of who gets the rights to the account must be resolved. For instance, in PhoneDog v. Kravitz39 the defendant, who provided social media marketing for a company was dismissed. He continued to use the company’s Twitter account, which had 17,000 subscribers. He just changed the handle of the account from @PhoneDog_Noah to @noahkravitz. The plaintiff claimed that the Twitter password was a trade secret and its continued unauthorized use was misappropriation. The court accepted that under certain circumstances a Twitter password could be a trade secret.40

In Eagle v. Morgan,41 the law connected with use of the plaintiff’s profile on LinkedIn became the subject of judicial proceedings. Linda Eagal, the plaintiff, being the owner of the company, created an account on LinkedIn for professional and personal purposes. After her company was taken over by another one, the plaintiff was replaced by another

manager. At the same time, the new owners of the company obtained access to the plaintiff’s profile, changed the password and the photo and replaced her name with that of the new manager. But, at the same time, some professional information in relation to the claimant was left in the profile, including her contacts. On this basis, the plaintiff filed the lawsuit on several grounds, including identity theft. The court concluded that the plaintiff had proved tortious interference by her employer but failed to award any damages.42

In *Ardis Health, LLC v. Nankivell*,43 the defendant, who provided social media marketing in the company, refused to provide access to the company accounts after his dismissal. The court ordered him to do it as the defendant signed the agreement that information from accounts belonged to the claimant.

Thus, in situations where there might be a dispute between the company and workers concerning business accounts, it is sensible to specify in a special contract who has the rights in respect of the separate elements of the social media account – profile, access, content, subscribers.44 Companies should develop their own policy concerning social networks where all possible consequences connected with the rights in relation to social media accounts of the company should be covered.

The question about the rights to content posted on social media accounts could be solved in accordance with copyright law provisions regarding work-made-for-hire. In the absence of a contract or policy outlining the post-employment retention of intellectual property rights in relation to the content, employers and former employees should be forced to solve this issue in accordance with traditional copyright theories of work-made-for-hire and joint authorship. If the posts were made in the employee’s scope of employment, copyright law’s work-made-for-hire doctrine would apply and the employer will hold all rights to the work. Where the employee did not make posts as part of his job, the content on the company profile might be considered a work of joint authorship.45

Some more problems arise from cases connected to business accounts. The most important is the problem of qualifying the essence of followers and how can they be estimated if possible.46

Recently, courts have come to the conclusion that social media connections may amount to a customer list and, consequently, be protected as trade secrets. Relevant factors that are used to evaluate the independent economic value in a trade secret case include: the time and resources spent on generating a customer list, whether access to the information was
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strictly limited, and whether it would be difficult to replicate the information included in the customer list.47 These factors were weighed up in some cases mentioned above.

For instance, in *PhoneDog v. Kravitz* the court found that the economic value of a social media account with 17,000 followers lies in the account’s list of followers and the traffic that those followers generated to the PhoneDog website because the Twitter account produces revenue from advertisers.48 In *Eagle v. Morgan* the court concluded that the employer had made a “substantial investment of time, effort and money into” creating the LinkedIn account49. In *CDM Media USA, Inc. v. Simms*,50 a technology marketing and media company asserted that a LinkedIn group that included 679 names of current or potential customers was a trade secret. The court denied the former employee’s motion to dismiss the case because the plaintiff proved that “the membership list was a valuable secret commodity” due to the limited access and amount of time, effort, and cost the marketing and media company expended to develop the LinkedIn membership list.51

Some important conclusions concerning business social media accounts have been made by bankruptcy courts in the USA. As in some respects business social media accounts provide value to the business with access to customers and potential customers, bankruptcy courts have found that business accounts on social media, including pages for business run by individual employees, are property interests which are recognized as intangible assets under the Bankruptcy Code.52 Recent bankruptcy cases conclude that the administrative privileges and associated digital rights are bona fide assets and business goodwill.53 Moreover, there are discussed modes of followers’ estimation. Thus, Tristan Louis has suggested estimating the value of an individual user by taking the market cap and dividing it by the number of users.54 PhoneDog in his case claimed that industry standards valued each Twitter follower at $2.50 per month.55 Other valuation metrics take into account relationships between users, connections of users, and loyalty of users, not just numbers.56

Thus, the economic value of social media business accounts is widely recognized in the US court practice. The most valuable part of a social media business account is considered
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to be followers. More and more often followers are equated to customer lists and protected as trade secrets. To evaluate the economic value of followers the following factors are usually used: time and resources spent on generating a list of followers, the difficulty of replication of the information included in the list of followers, the traffic generated by followers (as the income from advertisement depends on such traffic). Other valuable parts of a social media business account, which have already become the subjects of court cases, include password (also protected as a trade secret in American practice) and the content (information) itself. One more risk connected to a social media business account for the company is personal data indicated in the account. In case some personal data of a formal employee is left in an account, there is a risk to be accused of the identity theft, that is why it is important to delete all the data of an individual while transferring an account.

Considering those, it is strongly recommended for all companies to settle down at the very beginning the specific policy on social media business accounts, where all rights to an account are clearly allocated between employer and employees. It is worth specifying there, how the password should be transferred to an employer in case an employee responsible for the account dismisses, what kind of personal data should be indicated in the account (certainly, it should be personal data of a company, not of an individual), who has the rights to the content in a social media account. The last issue can be solved in accordance with provisions on work-made-for-hire. For the company it is better to have a contract or policy outlining the post-employment retention of intellectual property rights in relation to the content of the social media business account.

6. IS THERE LIFE [FOR A SOCIAL MEDIA ACCOUNT] AFTER DEATH (OF THE USER)?

One more issue connected with social media accounts is the determination of their destiny after the user’s death.

The need to address this question has caused the establishment of internal instructions for use in many search engines or social networking sites, which define possible actions with accounts in the event of their owners’ death. In such internal rules consequences are defined by users or by a system (for example, Yahoo! provides for removal of the account on the user’s death whereas Facebook gives to users an opportunity to dispose of the account on death).

However, there have already been some cases of state intervention in legal regulation of inheritance of accounts. The first step in this direction was taken in 2014, when an Act to Amend Title 12 of the Delaware Code Relating to Fiduciary Access to Digital Assets and Digital Accounts was accepted. According to this Act, “digital account” means an electronic system for creating, generating, sending, sharing, communicating, receiving, storing, displaying, or processing information which provides access to a digital asset which currently exist or may exist as technology develops or such comparable items as technology develops, stored on any type of digital device, regardless of the ownership of the digital device upon which the digital asset is stored, including but not in any way limited to, email accounts, social network accounts, social media accounts, file sharing accounts, health insurance accounts, health care accounts, financial management accounts, domain registration accounts, domain name service accounts, web hosting accounts, tax preparation service
accounts, online store accounts and affiliate programs thereto, and other online accounts which currently exist or may exist as technology develops or such comparable items as technology develops. “Digital asset” is defined as data, text, emails, documents, audio, video, images, sounds, social media content, social networking content, codes, health care records, health insurance records, computer source codes, computer programs, software, software licenses, databases, or the like, including the usernames and passwords, created, generated, sent, communicated, shared, received, or stored by electronic means on a digital device. This law gives the possibility to appoint a fiduciary over a digital account or a digital asset, who may exercise control over any and all rights in digital assets and digital accounts of an account holder, to the extent permitted under applicable state or federal law, including copyright law, or regulations or any end user license agreement.57

Later, in 2015, in the majority of states of the U.S.A. a similar Act concerning fiduciary access to digital accounts was enacted. It allows individuals to specify in their will that the executor of their estate can have access to their email and social media profiles. The uniform law doesn’t specify – and the courts have not yet been asked to rule on – exactly how that access should happen. So, for the moment, a deceased person’s executor must contact the company behind each digital platform to determine how to get into the person’s accounts.58 The law also provides some important definitions of digital assets. According to the law, “account” means an arrangement under a Terms of Service agreement in which a custodian carries, maintains, processes, receives, or stores a digital asset of the user or provides goods or services to the user; “digital asset” means an electronic record in which an individual has a right or interest. In fact, the law uses the construction of a fiduciary or trust for disposal of digital assets of a deceased person. The law establishes for a fiduciary (an original, additional, or successor personal representative, [conservator], agent, or trustee) the same legal duties as for a fiduciary charged with managing tangible property to the management of digital assets, including: the duty of care; the duty of loyalty; and the duty of confidentiality. But some additional rules are stipulated by law because of the specific object of rights: a fiduciary (1) is subject to the applicable Terms of Service; (2) is subject to other applicable law, including copyright law; (3) in the case of a fiduciary, is limited by the scope of the fiduciary’s duties; and (4) may not be used to impersonate the user.59

In those states where the Uniform Fiduciary Access to Digital Assets Act was not enacted, companies decide themselves, whether to provide access to digital accounts of the deceased family member to his/her relatives. For example, Yahoo, as it was mentioned before, insists on closure of accounts on the user’s death and bans access to them. Such an approach caused a lawsuit in the State of Massachusetts (in this State the Uniform Fi-

Duciary Access to Digital Assets Act was not enacted). In *Ajemian v. Yahoo!, Inc.* the Supreme Court of the State of Massachusetts concluded that the personal representatives may provide lawful consent on the deceased’s behalf to the release of the contents of the Yahoo e-mail account.

The criticism of Terms of Service agreements (which are in their essence a contract and, consequently, create binding obligations on the parties) comes down to the fact that the possibility of the platform to delete e-mails or profiles which are in its possession, established by the Terms of Service, is unfair. As mentioned in the case discussed above, even if the Terms of Service agreement were fully enforceable, which would have given the Yahoo the possibility to delete a user’s account, it nonetheless could not justify the destruction of e-mail messages after a court orders that they be provided to the user or his or her personal representatives as such destruction would constitute contempt of a court order.

The possibility of inheriting social media accounts is recognized also in European case law. Thus, the Federal Court of Justice in Karlsruhe has recently allowed inheritance of accounts in Facebook. According to the judgment, online data should be treated in the same way as private diaries or letters, and pass to heirs. The case involved the parents of a 15-year-old girl killed by a train in 2012. The deceased girl’s parents wanted access to her account to try to find out whether her death had been by suicide or accident. Facebook had refused access to the account after their daughter’s death, citing privacy concerns about the girl’s contacts. Under its current policy, the company only allows relatives of the deceased person partial access to the account, allowing them to change the page into an online memorial or to delete it entirely. The lower German court found for the parents in 2015, supporting the claim that Facebook data was covered by inheritance law as the equivalent of private correspondence. But in 2017, an appeals court overturned the ruling, on the grounds that any contract between the girl and the company ended with her death and could not pass to the parents. The case went to the Federal Court of Justice, and her parents have now reportedly taken over the account. According to what the judge said, it was common to hand over private diaries and correspondence to legal heirs after death, and there was no reason to treat digital data any differently. Moreover, the court added that the parents had a right to know to whom their child, a minor, had spoken online.

Therefore, the situation is similar to that in the USA: relatives can require online service providers to provide access to the account of the deceased family member, and providers have to give such an access.

Some important scholarly works about the possibility of inheriting digital property have been written recently. Thus, Heather Conway and Sheena Grattan, discussing disposing of an account on death, note that the main problem at inheritance of digital property is the fact that there is no legal definition of “digital assets”. Outside the legal context, standard definitions are equally hard to find; instead of that, there are collective descriptors
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of what typically falls within the realm of digital assets. Obvious examples include things like emails and email accounts, blogs, social media profiles and accounts, digital music collections, repositories of digital photographs and videos, online bank accounts and other financial instruments, online billing arrangements, subscriptions to magazines and gyms, Amazon accounts and eBay seller profiles, as well as other registered shopping sites and loyalty schemes, business information lists (client data and purchasing profiles), domain names. In effect, any files, stored or generated on digital devices are treated in this way. Scholars mention several problems, connected to the variety of different digital objects. First of all, there is the seemingly endless list of things that can constitute a digital asset. Secondly, the value attached to specific types of digital assets will differ immensely: some of them (such as bank accounts, financial instruments and domain names) will have an obvious monetary worth, while others have a purely emotional or sentimental value to the deceased’s relatives. Thirdly, there is the issue of how to categorize digital assets. As the most fundamental criteria for categorizing digital assets Heather Conway and Sheena Grattan offer to use the criterion, does an object constitute property or does not. They mention that not all digital assets are property in the traditional sense of the word. Instead, the single most important factor will be the terms of the individual service agreement that the account holder entered into with the relevant service provider. The original contractual agreement may have generated a digital asset in the sense of a distinct item of property, which is transferable, or, alternatively, a mere licensing agreement, which expires on the death of the individual. Thus, what sets digital assets apart from other types of property is the fact that the account holder, the person who we could class as the owner of the digital asset, does not necessarily control their ultimate fate. Attempts to bequeath such assets ignore the private contractual arrangement with the online service provider may prohibit this.

Thus, the fate of digital assets directly depends on the Terms of Service, which can grant to the social media provider the right to dispose of this property. That would not be contrary to the basic principles of contract law as users accept these terms by signing up to the agreement. However, recent cases in the US and Germany courts show that courts tend to protect users’ (or their relatives’) interests. Therefore, we can assume that in the near future some provisions of Terms of Service, which forbid authorizing access to accounts or provide an opportunity to online service providers to dispose of users’ accounts, will be considered as discriminatory and illegal.

An interesting explanation of the possibility of inheriting digital objects is described in Estonian legal literature. Tiina Mikk and Karin Sein look at this problem through the principle of universal succession (which arises from Roman private law and is similar for the majority of European countries). According to this principle, the inheritance of digital objects follows the same rules as transfer of ownership to material objects and, for instance, rights and obligations arising from a sale contract. In the case of an e-account, it is the set
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of rights and obligations arising from a contract concluded between a deceased person and an Internet service provider that is included in the estate. Hence, upon death contractual relationships, among other objects in the estate, are transferred to the heir. As a universal successor, an heir obtains the same legal position of the deceased as if no transfer had occurred at all.\(^{65}\) Transfer of the contractual position in its entirety means that an heir is, at least for the purpose of managing the estate, entitled to access the account of the deceased and to use and manage the content of the account.\(^{66}\)

It should be considered though the existence of contracts of commercial and personal nature and the fact that personal contracts are generally not subject to the universal succession under the inheritance law. Most social networking sites tend to design their contracts with users as personal. It is usually indicated in the Terms of Service that it is only the specific user who can use the account. It is forbidden to give access to the account to others if it is not directly permitted. Nevertheless, as it was discussed above, it is completely unfair to allow internet tycoons such unlimited control over the situation. Since accounts have an economic value, some legislative provisions aimed at restricting the rights of social media owners by analogy with restricting the rights of entities holding a monopoly position in the market should be developed. The contract between social media and user should be designed as commercial and provide for the possibility to transfer rights to the account either by selling or by inheriting it.

Despite a large number of questions in the sphere of inheritance of digital assets, scholars suggest taking care of digital property’s fate by inscription of some specific provisions in the will, taking into account, however, provisions of Terms of Service and in its limits. It is suggested also to have a separate “digital executor” to deal with the digital estate on death, who will be particularly computer-savvy. It is important, however, not to confuse the role of an individual who is merely tasked by a deceased with collating and maintaining his or her digital information on death with a legal personal representative who carries the full mantle of that office’s responsibilities and liabilities. The interrelationship between any so-called “digital executor” and the individuals to who represent the deceased has been issued would have to be given careful consideration.\(^{67}\)

We should mention also that the European Law Institute is currently establishing a joint study group with the Uniform Law Commission in the USA to see if the Uniform Fiduciary Access to Digital Assets Act could be used as a model for European legislation.\(^{68}\) It means that there is likely to be a unified approach to determination of the post-mortem fate of digital assets in the world. To ensure protection and digital assets management it would be worthwhile to appoint a digital executor. Management of digital assets, including social media accounts, is possible within the framework of a trust or fiduciary, which are known, respectively, in the Anglo-American and civil law systems.

\(^{66}\) Ibid., p. 124.
\(^{68}\) Ibid., p. 113
CONCLUSIONS

Social media is a new sphere of interaction between millions of people, but it is not legally regulated enough. It is obvious that in many cases social media accounts have a real significant value. That is why it is extremely important to determine their legal nature on a legislative level. According to recent judicial practice and modern legal literature, there is a tendency for an account to be considered as a digital asset. The analysis in this chapter shows, that it is possible to distinguish different elements of an account: the username and password as a way of user authorization, information posted on the user's page, correspondence, personal data so on. Each of these elements has its specific legal regime (for instance, correspondence has to be protected by provisions regarding the secrecy of correspondence, posts and comments are the object of copyright law and so on). At the same time, the whole account could be of interest as a specific object. In this case we would suggest treating an account as a complex of elements that in general create a specific object of so-called virtual property. This conclusion is supported in recent case law: a bankruptcy court has determined that a business's accounts constituted a property interest of the bankruptcy estate. However, if an account is transferred to another person, it is rather to specify in the contract the list of exact elements, which are to be transferred (as not all of them can be transferred, for instance, to date, personal data is “out of trade”).

Recent judicial practice in relation to business accounts and inheritance of digital assets also reflects the need to determine a social media account as a specific object of property rights. In the case of business accounts, it is sensible to develop a company policy concerning social networks where all possible consequences connected with the rights to social media accounts of the company would be specified, because there are neither special legal provisions nor uniform court practice on these issues.

One more problem with social media accounts concerns the necessity of determining their post-mortem fate. It is widely agreed that there is a need to appoint a digital executor to deal with all kinds of digital assets including social media accounts. There is legal regulation of this issue in some USA states and the existing American law concerning fiduciary access to digital assets is being seriously considered by European legislators. This gives reason to suppose that a unified approach to the management of digital assets will be adopted soon. Recent European and US case law concerning access to the social media accounts of a deceased user, which was given to their relatives, suggests that some provisions of Terms of Service, which forbid authorizing access to accounts or provide an opportunity to online service providers to dispose of users’ accounts, will be considered as discriminatory and made unlawful in the near future.
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