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Abstract: The article is focused on the analysis of the liability of public authorities in the data protection area. Public authorities stand outside the spotlight of academics and politics in terms of liability considering the processing of personal data. Nevertheless, public authorities are often controllers of a vast amount of personal data via eGovernment services. Thus, this contribution is aimed to foster the discussion of liability issues concerning public authorities while processing personal data from the point of relevant international data protection legislation and national legislation on the liability of public authorities and its applicability in the data protection area.
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1. INTRODUCTION

Data is the new gold\(^1\) represents one of the biggest leitmotifs of current technological development. The vast amount of data often being qualified as personal data is processed every day by various actors. Non-compliance with data protection law may in some cases trigger related questions of liability.

Although private tech companies are in the spotlight of the media, politicians, and academics, almost no attention is focused on public authorities from the point of liability of data processing.\(^2\) The latter is somehow odd as public authorities are usually one of the biggest personal data controllers in each country taking into account data about citizens. In many cases, data collected and processed by public authorities includes personal data e.g. related to the identity of users of public administration services, sensitive information about health or social security. Additionally, publicly available registers operated by public authorities may contain personal data related to identifiable natural persons that are public officials or in a business relationship with the state.\(^3\)

The aim of the article is thus analysing possibilities of liability for public authorities in the data protection area. The first part of the article focuses on provisions related to liability in general as enshrined in the EU data protection legislation, decision of the Court of Justice of the European Union (CJEU) and soft law provided by the guidelines and opinions of Ar-
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2 Public authorities are often scrutinized through the lens of surveillance in terms of breaching the right to privacy. VAN DER SLOOT, B. A new approach to the right to privacy. Computer Law and Security Review. 2018, Vol. 34, No. 3, pp. 539-549.

article 29 Data Protection Working Party (WP29). The second part of the article deals with the public authorities as a specific subject in terms of liability in general and in the data protection area. The third part of the article explores and compares different approaches of holding public authorities liable for damages under specific national laws for breaching data protection regulations and offers a brief analysis of specific aspects of the legislation.

2. LIABILITY AND THE EU DATA PROTECTION AREA

Organizations processing personal data fall under the provisions of EU data protection law represented by the Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation – hereinafter referred to as GDPR). It is of the essence to establish to whom and under what circumstances data protection laws apply.

Historically, requirements of compliance with data protection laws apply to controllers and processors processing personal data about data subjects. Controllers are entities that solely or jointly with others determine purposes and means of the processing of personal data and are primal carriers of responsibility for compliance with data protection rules. The entity is classified as a controller when three elements are fulfilled. Firstly, the controller shall have a determinative influence (or control) over the data processing and this control may stem from explicit legal competence, implicit legal competence or factual influence. Secondly, the controller shall exercise the determinative influence over purposes and means of processing. Thirdly, the influence shall be exercised by one more
entity classifying as controllers. The institute of joint controllers has emerged during the interpretation of “jointly” out of the definition of the controller in Directive 95/46/EC\(^\text{14}\) and joint controllers are now explicitly provisioned in the GDPR.

On the other hand, processors process personal data on behalf of controllers.\(^\text{15}\) This relationship is best described as a form of delegation where a controller determining the purposes and means of processing outsource processing operations to another entity – processor.

Definitions of controllers and processor changed only slightly during the transition from the Directive 95/46/EC\(^\text{16}\) to the GDPR. However, the nature of the liability attributed to these entities shifted during the evolution of the EU data protection laws.

Defining roles and liabilities is often not an easy task. It has to be highlighted that this “binary” setting of the roles of processing operations does not fit the practice in networked environments using new technologies.\(^\text{17}\)

2.1 Liability under the Directive 95/46/EC

As an introductory point, it shall be noted that Directive 95/46/EC does not contain specific provisions on the liability of processors. The questions of liability discussed in this part are therefore relevant only to controllers of personal data. Liability in the Directive 95/46/EC is enshrined in Article 23. Article 23 (1) states that “any person who has suffered damage as a result of an unlawful processing operation or any act incompatible with the national provisions adopted according to this Directive is entitled to receive compensation from the controller for the damage suffered.” The regime is doctrinally characterized as a “strict liability” meaning that the occurrence of the unlawful act is sufficient to claim damages regardless of the intent or fault.\(^\text{18}\) In the context of Directive 95/46/EC, the latter is characterized by the fact that the controller is not able to exempt from liability by stating that there have not been “personal fault” or data subject does not have to demonstrate that the unlawful activity has been committed by the controller. The liability in the Directive 95/46/EC is based on the non-delegable duty of care implicating that the controller shall not transfer the liability for breaching data protection laws to a third party (e.g. processor or sub-processor).

In case of a claim for damages, a data subject shall first establish that the entity qualifies as a controller on the merits of the case. Apart from the qualification issues, for the data subject (identified or identifiable natural person) it is of the essence to demonstrate three elements to hold a controller liable for breaching data protection rules: (i) performance of an unlawful act breaching national data protection law implementing the Directive 95/46/EC, (ii) the existence of damages and (iii) causal relationship between unlawful act and the damages incurred.\(^\text{19}\)

\(^{14}\) Article 29 Data Protection Working Party, Opinion 1/2010 on the concepts of “controller” and “processor.”

\(^{15}\) Article 4 (8), GDPR.


\(^{19}\) Ibid., p. 274.
The controller has only limited options on how to exempt from the liability. Article 23 (2) of the Directive 95/46/EC states that “the controller may be exempted from this liability, in whole or in part, if he proves that he is not responsible for the event giving rise to the damage. Based on this provision the controller must demonstrate that the unlawful act leading to the damages cannot be attributed to the controller. Recital 55 Directive 95/46/EC clarifies that this is the case when the controller can “establish fault on the part of the data subject or in case of force majeure.”

Directive 95/46/EC does not contain specific regulation of what type of damages are eligible to the data subjects thus allowing them to claim both material and non-material damages.

As noted at the beginning of the part, Directive 95/46/EC does not impose specific obligations towards processors nor regulate the liability of these entities as such. However, member states could introduce liability of processors in certain cases.

Directive 95/46/EC also latently recognizes the concept of joint controllership. However, the legislation does not allocate the distribution of responsibilities and liability based on the concept. WP29 noted that “joint control will arise when different parties determine concerning specific processing operations either the purpose or those essential elements of the means which characterize a controller.’’ The history of the adoption of Directive 95/46/EC suggests that solidary liability is the correct interpretation of the joint controller’s regime in the context of liability. On the other hand, WP 29 suggests that solidary liability is not the only option of the liability and allocation of liability may stem from contractual arrangements or factual circumstances. This approach has been doctrinally criticized for vagueness and absence for the clear threshold for join controllership without establishing a “consistent framework to determine the exact scope and limit of this partial responsibility.’’
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20 With exception enshrined in the Article 16, Directive 95/46/EC: “Any person acting under the authority of the controller or of the processor, including the processor himself, who has access to personal data must not process them except on instructions from the controller, unless he is required to do so by law.”

21 “It shall also be considered that, while the Directive imposes liability on the controller, it does not prevent national data protection laws from providing that, in addition, also the processor should be considered liable in certain cases.” In Article 29 Data Protection Working Party, Opinion 1/2010 on the concepts of “controller” and “processor.” p. 28.

22 See the definition of the controller: “the controller shall mean the natural or legal person, public authority, agency or any other body which alone or jointly with others determines the purposes and means of the processing of personal data.”


24 “…each of the controllers must be considered as being constrained by the obligations imposed by the Directive to protect the natural persons about whom the data are processed.” COM (95) 375 final – COD287, “Opinion of the Commission under Article 189 b (2) (d) of the EC Treaty, on the European’s amendments to the Council’s common position regarding the proposal for a European Parliament and Council directive on the protection of individuals with regard to the processing of personal data and on the free movement of such data”. p. 3.


26 VAN ALSENOY, B. Allocating responsibility among controllers, processors, and “everything in between”: the definition of actors and roles in Directive 95/46/EC. p. 36.

To conclude this part, Directive 95/46/EC imposes a strict liability regime on controllers in case of breaching the data protection legislation. This duty cannot be transferred to sub-contractors and may be exempted from only in rather exceptional cases. Directive 95/46/EC does not contain specific provisions on the liability of processors; however, member states may introduce such provisions in their national data protection laws implementing the pertinent directive. The legislation slightly recognizes the concept of joint controllers and in that case, the prevailing interpretation is that joint controllership results in solidary liability.

2.2 Liability under GDPR

Although the origins of data protection law stem from public law, the area of liability (or tort laws) is the dominance of private law. Provisions related to the liability underwent several modifications on their way from the Directive 95/46/EC to GDPR. New data protection legislation contains clarifications essential for the liability in this area. Some authors pointed out that the liability regime according to the GDPR is close to US tort law remedies.

Article 82 (1) GDPR establishes the basis for liability for damages: “Any person who has suffered material or non-material damage as a result of an infringement of this Regulation shall have the right to receive compensation from the controller or processor for the damage suffered.” Three elements of liability may be derived from the provision: (i) unlawfulness, (ii) damage(s) and (iii) causality. The element of unlawfulness is fulfilled by any infringement of GDPR. In terms of damages, GDPR also explicitly mentions material and non-material damages in the pertinent article. Examples of material damages may include employment dismissal, non-execution of contracts, altering clauses or provisions of contracts based on unlawful processing of personal data. Non-material damages may include negative public exposure, anxiety or discrimination. As a final element of the liability regime in GDPR, the causality between unlawful actions of a competent entity and damages shall exist. When it comes to “who” may claim damages in case of breach of GDPR, the legislation uses the notion of “any person.” It seems that the doctrinal interpretation of the term is divided into restrictive and extensive interpretation. The proponents of restrictive interpretation argue that only data subjects may give rise to the pertinent claim. On the other hand, some authors argue the opposite is true and any third party may claim compensation for breach of GDPR. It is agreed with the view that claims from other parties than data subjects may be complicated to succeed due to difficulties in proving damages. However, data protection rules in the EU are aimed to ensure complete and effective pro-

30 Ibid., pp. 493–495.
31 CORDEIRO, A., MENEZES, B. Civil Liability for Processing of Personal Data in the GDPR. pp. 495–496.
32 Article 81 (1), GDPR: “Any person who has suffered material or non-material damage as a result of an infringement of this Regulation shall have the right to receive compensation from the controller or processor for the damage suffered.”
33 CORDEIRO, A., MENEZES, B. Civil Liability for Processing of Personal Data in the GDPR. pp. 495–496.
tection as it has been enshrined by CJEU in several cases as mentioned throughout this article thus damages shall not be limited only to data subjects.

2.2.1 Controllers and liability

As an introductory note, it shall be noted that a “strict” liability regime remains applicable to controllers. The latter is confirmed by Article 82 (2) GDPR: “Any controller involved in processing shall be liable for the damage caused by processing which infringes this Regulation.” It is important to highlight that the GDPR strengthens the principle of accountability. This principle in sum requires controllers to demonstrate compliance with the regulation in two ways. First by fulfilling more formal obligations e.g. maintain records of processing of personal data, drafting and publishing privacy policy or internal data protection documentation (security policy or internal data protection policy). Secondly by implementing appropriate organizational and technical measures into data protection practice e.g. identity management, procedures for notification of personal data breaches or introducing a different level of access to personal data for specific employees. The aforementioned in practice might mean that when data subject offers the evidence of unlawful processing activity, the burden of proof is shifted towards the controller to demonstrate compliance with GDPR.

The controller may escape liability only in case of “events beyond control.” Article 82 (3) GDPR stipulates that “A controller….shall be exempt from liability…if it proves that it is not in any way responsible for the event giving rise to the damage.” Some authors even suggest that the wording “in any way” represents tightening the exception. The important development of liability clauses in the data protection areas is also characterized by explicit recognition of liability exceptions based on the so-called eCommerce Directive in Article 2 (4) GDPR. In practice, this recognition is essential as some authors emphasize the need for a more uniform approach to the issue promoting legal certainty.

2.2.2 Processors and liability

Though specific obligations and liability of processors are not presented in the Directive 95/46/EC, EU legislators took the step forward and regulated the issue in GDPR. Obliga-
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34 Article 5 (2), GDPR.
36 VAN ALSENOY, B. Liability under EU Data Protection Law. p. 283.
39 “This Regulation shall be without prejudice to the application of Directive 2000/31/EC, in particular of the liability rules of intermediary service providers in Articles 12 to 15 of that Directive.”
tions for the processor may stem directly from GDPR\textsuperscript{41} or from the contract concluded with the controller in compliance with Article 28 (3) GDPR. As per the fact that the processor always acts on behalf of the controller, deviating from the lawful instructions of the controller or data processing agreement form the background for liability of processors.

The legislation provisions a proportional liability regime for processing operations where a processor is involved. This conclusion arises from Article 82 (2) GDPR: \textit{“A processor shall be liable for the damage caused by processing only where it has not complied with obligations of this Regulation specifically directed to processors or where it has acted outside or contrary to lawful instructions of the controller.”} However, GDPR provides the option for the processor to be held liable for \textit{“the entire damage in order to ensure effective compensation of the data subject.”}\textsuperscript{42} It shall be noted that mere involvement of the processor in the processing of personal data shall not mean that a processor may be held liable for wholly or partially for the damage.\textsuperscript{43} Damage may be attributed to the processor only under the condition that the processor’s activities during the processing of personal data caused damage and actions related to the damages were either contrary to the obligations under the GDPR or controller’s instructions. If this is the case, the processor may be held liable for damages. On the other hand, GDPR does not contain any threshold when it comes to the degree of responsibility therefore in theory the processor may be held liable for the whole amount of the damage.\textsuperscript{44} From the point of view of the data subject, he/she has a choice who to sue in situations where processing operations are carried out by the controller and (at least partly) by processors.\textsuperscript{45} What is more, the controller has an option to redress – compensation from the processor if it is established that the processor was in breach of GDPR or act out of the scope of the controller’s instructions.\textsuperscript{46}

In terms of defenses and type of eligible damages, the same rules as for the controllers apply.

2.2.3 Joint controllers and liability

GDPR explicitly recognizes the concept of joint controllers.\textsuperscript{47} Joint controllers shall determine their responsibilities concerning compliance with GDPR in a transparent manner. In terms of liability, it shall be highlighted that based on the wording of GDPR every joint controller may be held liable for the damage in the entirety. It is worth noting that Article

\textsuperscript{41} E.g. obligation to maintain records of processing activities based on the Article 30 GDPR, notification obligation about the personal data breach to the controller according to the Article 33 (2) GDPR or appointment of data protection officer per Article 37 GDPR.

\textsuperscript{42} Article 82 (4) GDPR.

\textsuperscript{43} VAN ALSENOY, B. Liability under EU Data Protection Law. p. 285.

\textsuperscript{44} Ibid., supra note 108.

\textsuperscript{45} Article 82 (4), GDPR: \textit{“Where more than one controller or processor, or both a controller and a processor, are involved in the same processing and where they are, under paragraphs 2 and 3, responsible for any damage caused by processing, each controller or processor shall be held liable for the entire damage in order to ensure effective compensation of the data subject.”}

\textsuperscript{46} Article 82 (5), GDPR.

\textsuperscript{47} Article 26 (1), GDPR: \textit{“Where two or more controllers jointly determine the purposes and means of processing, they shall be joint controllers.”}
83 GDPR does not contain specific rules on allocating fines among joint controllers in case of breach of GDPR. Defenses and liability exceptions apply accordingly as in the case of controller and processors.

Joint controllership and joint liability issues have been under the scrutiny of the Court of Justice of the European Union (CJEU) recently in cases *Wirtschaftsakademie* and *Fashion ID* following the basic premise established by *Google Spain*. In the case of *Google Spain* the Luxemburg court noted towards the data protection issues (including liability) of search engine and original publisher of news that: “…the operator of the search engine as the person determining the purposes and means of that activity must ensure, within the framework of its responsibilities, powers, and capabilities, that the activity meets the requirements of Directive 95/46.” CJEU emphasized that meeting data protection obligations shall be analyzed through the lens of the “powers and capabilities” of the controller. Although the case concerns specific entity processing personal data (search engine), the CJEU seems to allow interpretation of responsibilities in an exceptional manner opening the door for avoiding liability.

*Wirtschaftsakademie* concerned operating a fan page on Facebook and correct classification of the provider of the social network (Facebook) and operator of the fan page (*Wirtschaftsakademie*). The cornerstone of the deliberation of the court was to establish whether and to what extent the operator of the fan page determine purposes and means of the processing of personal data jointly with Facebook. The Luxembourg court noted in the beginning of the judgment, that although not every user of Facebook shall automatically be considered as a controller, the specific situation of the operator of fan page derives from the fact that “by creating such a page, allows Facebook to place cookies on the computer or other device of a person visiting its fan page, whether or not that person has a Facebook account.” CJEU also noted that the operator of the fan page has a margin of appreciation as to the determination of targeting filters (selecting audience) and criteria for how the statistics are created. Based on these conclusions the court established that Facebook and the operator of a fan page are joint controllers. However, CJEU highlighted the importance of analyzing the state of processing as different controllers may be involved in various stages on the various level, therefore “the level of responsibility of each of them must be assessed concerning all the relevant circumstances of the particular case.”
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49 Ibid., para 38.
51 Ibid., para 35.
52 Ibid., para 36.
53 Ibid., para 43.
crucial considerations of joint controllership like mechanisms for allocating responsibilities or the relationship between determining purposes and means of processing. A similar outcome lies within the conclusions of the Fashion ID case. The dispute involved a situation where a web page provider (Fashion ID – online clothing retailer) embedded on its website the ‘Like’ social plugin from the social network Facebook. The issue at question was that every time a visitor visits the web page of the online clothing retailer the web transmits data about visitors to Facebook regardless of the existence of the account on the social network. The Court again acknowledged the broad interpretation of the notion of controller following the decision in Wirtschaftsakademie. Joint determination of purposes and means have been found at the origin of processing operations (collection and disclosure). Different liability may be attributed to various actors in personal data processing taking into account different stages of processing.

Both of the aforementioned decisions reflect the complexity of the correct determination of entities in light of the personal scope of GDPR. What is more, CJEU applies the principle of “effective and complete protection” in light of fundamental rights and freedoms, therefore, aiming to ensure the protection of all potential data subjects affected by the processing of personal data by various parties.

3. LIABILITY OF PUBLIC AUTHORITIES IN THE DATA PROTECTION AREA

This section of the article focuses on the liability issues related to public authorities especially in terms of the data protection area. First, the introductory notes are made towards the specific status of public authorities in terms of liability. Second, both Directive 95/46/EC and GDPR are assessed if any exception(s) to public authorities apply during the processing of personal data. Finally, the brief analysis of Slovak and Austrian public authorities liability laws are made and partial conclusions are offered.

3.1 General remarks towards the liability of public authorities

The liability of public authorities, in general, serves as a great example of a complex regulatory issue in the current era. Though much academic and legislative attention is paid to formulating common principles of tort laws in terms of private entities liability of public authorities did not receive much political or academic attention. However, the situation has changed in recent years. First, the European Group on Tort Law that has drafted a collection of Principles of European Tort Law (PETL) decided to
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55 Ibid., p. 49.
56 The decision of the CJEU from 29 July 2019, Fashion ID GmbH & Co.KG v Verbraucherzentrale NRW eV Case n. C 40/17.
57 Ibid., paras 79-81.
58 Ibid., para 71.
60 See e.g. projects pursued by European Group on Tort Law. In: European Group on Tort Law [online]. [2020-03-31]. Available at: <http://www.egtl.org/index.html>.
put more focus on the issue of liability of public authorities. The expert group on the liability of public authorities has been formed due to three reasons: (i) emergence of national legislation regulating the liability of public authorities within respective EU member states, (ii) judicial recognition of liability of EU member states for breaching the EU law and (iii) exclusion of public authorities from PETL.

Secondly, academics attempted to provide the expert audience with comprehensive studies devoted to the national laws on the liability of public authorities or comparative studies.

European Group on Tort Law in PETL decided to exclude public authorities from the scope of the principles. The exception is based on the fact that many national countries adopted specific legislation covering the area influenced by historical and cultural developments. What is more, commentators state that specific regulation by PETL would interfere with administrative law in a more than anticipated way.

A similar conclusion has been made by the European law of tort in Book IV of the Draft Common Frame of Reference (DCFR). Provisions under the heading “Non-contractual liability arising out of damage caused to another” explicitly exclude public authorities from the application: “This Book does not govern the liability of a person or body arising from the exercise or omission to exercise public law functions or from performing duties during court proceedings.”

The reluctance of expert groups formulating common framework in the tort law area stems mainly due to specific status and tasks endowed to public authorities and the existence of various legislation across the EU reflecting the specifics of each country.

Public authorities operate for the general interest of public good. Unlike private entities, public authorities aim to provide sound administration and public services for the benefit of everyone. It shall be noted that the provision of many services moved from the offline environment to online space and public services are in many countries provided elec-
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65 Ibid., p. 113.


67 Article VI. – 7:103: Public law functions and court proceedings, DCFR.
tronically causing new challenges of the regulatory framework. What is more, these services have to be delivered efficiently to fulfill their purpose.

Public authorities are granted with a range of powers much different from the position of private companies. From the other point of view, citizens seem particularly vulnerable compared to the strong position and powers of public authorities e.g. in terms of surveillance or enforcement in general. Further uniqueness related to the status of public authorities stems from financing as these entities are funded by public funds and their accountability via the political process.

The second specific is that in terms of liability of public authorities, a clear connection towards the principle of separation of power has to be made. Van Dame states that taking into account peculiarities of this principle in many legal systems the justifiability of claims brought against public authorities has to be set by the executive branch of power making the judiciary potentially unprepared to hear such claims.

The third specific relates to the case when damage is successfully claimed by a person as damages are paid from “taxpayers’ money.” This is the crucial point when it comes to the debate about the liability of public authorities as damages have to be covered from the public purse and might miss forming the national budget.

As highlighted above, many countries introduced regulation of liability of public authorities within their legal systems. However, these rules differ from country to country as per legal traditions and culture. Three types of regulatory approaches presented in the European jurisdictions may be emphasized. The first approach called the public law model consists of special laws adopted to regulate the liability of public authorities and this law is applied by administrative courts. This model is represented by the legal systems of France and partially Slovakia and the Czech Republic. The second regulatory approach named the private law model is represented by the situation when the liability of public authority is governed by civil law rules on tort and applied by civil courts. This is the case in Belgium. The third regime is hybrid and relates to a situation where civil courts apply provisions of civil law that imposes liability for public servants in terms of breach of their official duty and then rely on constitutional provisions allowing to transfer the liability from public servant to the state. This regime applies to Germany.

To conclude general remarks in terms of liability of public authorities, two important highlights have to be made. First, specific status and tasks delegated upon public authorities ignited the debate about special regulation of liability for these entities in many EU
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70 VAN DAM, C. European Tort Law. p. 531.
71 Ibid.
74 Ibid.
jurisdictions. Second, as a result, many EU member states adopted legislating provisioning liability of public authorities. Though models of legislation concerning the liability of public authorities may differ, the legislation aims to tackle the specifics of the issue.

3.2 Liability of public authorities in the data protection area

Although data protection area is neutral from the point of “who” is processing personal data (if the entity qualifies as a controller or processor, the legislation applies regardless the public or private status of the entity), several tendencies may be observed from the development of data protection law in Europe.

First data protection act was adopted in 1970 in German state of Hessen.75 The law has been adopted to regulate personal data processing by governmental authorities.76 The same conclusion shall be made towards the German Federal Data Protection Act from 1977.77 Subsequently, the first Swedish Data Protection Act from 1973 (Datalog)78 did not contain specific regulation of data processing activities by public authorities. This was subject to the specific supplementary laws in Sweden.79

The Organisation for Economic Co-operation and Development (OECD) issued in 1980 its Guidelines on the Protection of Privacy and Transborder Flows of Personal Data (Guidelines).80 The guidelines represent the first comprehensive international instrument related to the processing of personal data although the non-binding nature of the guidelines shall be emphasized. Based on Article 2 “These Guidelines apply to personal data, whether in the public or private sectors, which, because of how they are processed, or because of their nature or the context in which they are used, pose a danger to privacy and individual liberties.” This is confirmed by § 44 of the Explanatory report.81 Furthermore, the Explanatory report adds that the data controller may be “legal or natural person, public authority, agency or any other body.”82 However, Article 19 of the Guidelines provisioning requirement
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81 “As explained in Paragraph 2 of the Guidelines, they are intended to cover both the private and the public sector. These notions may be defined differently by different Member countries.”
of national implementation opens the possibility to regulate control mechanisms related to public authorities in line with national legal culture and traditions.\(^{83}\) These public authority aspects remain unchanged in the revised version of the Guidelines from 2013.\(^{84}\)

Again in 1981, the Council of Europe adopted the first legally binding international document on the processing of personal data – Convention for the Protection of Individuals with regard to Automatic Processing of Personal Data commonly referred to as Convention 108. The purpose of the Convention 108 is “to secure in the territory of each Party for every individual, whatever his nationality or residence, respect for his rights and fundamental freedoms, and in particular his right to privacy, with regard to automatic processing of personal data relating to him.”\(^{85}\) As in the OECD Guidelines, Convention 108 applies to both private and public sectors\(^{86}\) and public authorities may qualify as controllers of personal data.\(^{87}\)

The reason for the inclusion of public authorities within the scope of the Convention 108 is further explained in the Explanatory Memorandum to the Convention 108: “First, Article 3 imposes obligations on the Member States to apply data protection principles even when they process public files – as is usually the case – entirely within their national borders. Secondly, the convention offers assistance to data subjects who wish to exercise their right to be informed about their record kept by a public authority in a foreign country. The distinction public sector/private sector is not found in the other provisions of the convention, especially since these terms may have a different meaning in different countries. But it may play a role in the declarations which the Parties may make with regard to the scope of the convention.”\(^{88}\)

In the Modernized version of the Convention 108 from 2018\(^{89}\) public authorities were added as possible entities qualifying for recipients and processors\(^{90}\) as legal definitions of recipients and processors are not included in the original version of the document from 1981.

In terms of public authorities, Directive 95/46/EC provides that these entities may qualify for controllers,\(^{91}\) processors,\(^{92}\) third parties\(^{93}\) or recipients\(^{94}\) implying the application of the law in the public sector. This is also conclusively confirmed by the scope of the Directive 95/46/EC itself deriving from Article 1\(^{95}\) that does not make the difference between
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\(^{83}\) This is confirmed by § 69 of Explanatory Report: “The opening sentence shows the different approaches which might be taken by countries, both generally and concerning control mechanisms (e.g. specially set up supervisory bodies, existing control facilities such as courts, public authorities, etc.).”


\(^{85}\) Article 1, Convention 108.

\(^{86}\) Article 3 (1), Convention 108 reads: “The Parties undertake to apply this Convention to automated personal data files and automatic processing of personal data in the public and private sectors.”

\(^{87}\) Article 2 (d), Convention 108.

\(^{88}\) § 33, Explanatory Memorandum to the Convention 108.

\(^{89}\) Modernised Convention for the Protection of Individuals with Regard to the Processing of Personal Data. In: Council of Europe [online]. 18. 5. 2018 [2020-03-31]. Available at: <https://search.coe.int/cm/Pages/result_details.aspx?ObjectId=09000016807c65bfE>.

\(^{90}\) Article 2 (e) and (f), Convention 108.

\(^{91}\) Article 2 (d), Directive 95/46/EC.

\(^{92}\) Article 2 (e), Directive 95/46/EC.

\(^{93}\) Article 2 (f), Directive 95/46/EC.

\(^{94}\) Article 2 (g), Directive 95/46/EC.

\(^{95}\) “In accordance with this Directive, Member States shall protect the fundamental rights and freedoms of natural persons, and in particular their right to privacy with respect to the processing of personal data.”
the processing of personal data in the private or public sector. In terms of liability, no special attention is paid to public authorities.

The latter is changed in GDPR. Public authorities are frequently mentioned in the introductory parts of the regulation. As in Directive 95/46/EC, public authorities may qualify as controllers, processors, third parties or recipients under the GDPR. Public authorities are excluded from using the legal ground of legitimate interest in the processing operations carried out within the performance of their tasks. Furthermore, public authorities are excluded from the obligation to designate a representative in the European Union in case of extraterritorial applicability of GDPR. On the other hand, public authorities are under the obligation to appoint a data protection officer under Article 37 (1) (c) GDPR. No monitoring body is required where the code of conduct is established and used by public authorities.

However, GDPR introduces a specific exception when it comes to the liability of public authority considering imposing administrative fines. GDPR provides two levels of administrative fines. The decisive factor when assessing what set of fines to use is the severity of breach explicitly stated in accompanying sections of Article 83 GDPR. First set of administrative fines up to 10 000 000 EUR, or in the case of an undertaking, up to 2 % of the total worldwide annual turnover of the preceding financial year, whichever is higher. The second set of administrative fines up to 20 000 000 EUR, or in the case of an undertaking, up to 4 % of the total worldwide annual turnover of the preceding financial year, whichever is higher is designated for the infringements of e.g. basic principles of processing as per Article 5 GDPR, data subject rights or cross-border transfer of personal data to third countries.

Article 83 (7) GDPR is devoted to public authorities considering imposing administrative fines on them. This article reads: “Without prejudice to the corrective powers of supervisory authorities pursuant to Article 58(2), each Member State may lay down the rules on whether and to what extent administrative fines may be imposed on public authorities and bodies established in that Member State.” This in practice means that member states were allowed to exclude the possibility of fining public authorities based on the violations
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of GDPR. The provision is further explained on the example of Denmark and Estonia in Recital 151: “The legal systems of Denmark and Estonia do not allow for administrative fines as set out in this Regulation. The rules on administrative fines may be applied in such a manner that in Denmark the fine is imposed by competent national courts as a criminal penalty and in Estonia, the fine is imposed by the supervisory authority in the framework of a misdemeanor procedure, provided that such an application of the rules in those Member States has an equivalent effect to administrative fines imposed by supervisory authorities.” The exception has been added during the legislative process and is absent in the original proposal of GDPR prepared by the European Commission. Discussed provision was added during the first reading by the Council.106

The pertinent exception has been seized by many member states some of them entirely excluding public authorities from fining them or introducing specifying conditions and limitations in terms of fines for them. Three categories of countries may be derived based upon (not) seizing the exception in Article 83 (7).107 The first group is represented by member states that do not introduce any limitations on public authorities in terms of administrative fines. The second group of countries is represented by member states that exclude public authorities from fining entirely. The third group of member states provisioned specific limitations and conditions upon which public authorities may be fined (e.g. via the maximum amount of fine or as per specific actions performed by public authorities – offering goods or services).

<table>
<thead>
<tr>
<th>Possibility of fining public authorities</th>
<th>EU Member States</th>
</tr>
</thead>
<tbody>
<tr>
<td>No limitations</td>
<td>Bulgaria, Iceland, Italy, Latvia, Netherlands, Portugal, Slovakia, Spain, United Kingdom</td>
</tr>
<tr>
<td>Public authorities entirely excluded</td>
<td>Austria, Croatia, Estonia, Finland, France Germany, Liechtenstein, Luxembourg</td>
</tr>
<tr>
<td>Specific conditions and limitations</td>
<td>Belgium, Denmark, Cyprus, Czech Republic, Greece, Hungary, Ireland, Lithuania, Malta, Poland, Romania, Slovenia, Sweden</td>
</tr>
</tbody>
</table>

Figure 1: Overview of liability of public authorities for breaching GDPR in the EU

From the point of legal theory, liability is bearing consequences for non-compliance with legal norms.108 Legal liability stands on imposing sanctions prescribed by law and
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suffering this harm on the side of the perpetrator. The purpose of the legal liability is to rectify and eliminate the consequences caused by illegal behavior setting the compliant status with law.

It seems that punishing public authorities in the data protection area is extremely limited in the countries that exclude these entities from the scope of fining.

It is argued that the specific position of public authorities as enshrined in the literature does not stand in the data protection area. First, the specific nature of the entity is irrelevant as per the fact that GDPR applies to any entity processing personal data regardless of the private or public nature of the controller or processor. Secondly, it is undisputed that public authorities provide crucial public administration services for citizens and this activity encompasses a vast amount of personal data. Therefore, it is our opinion that taking due account of providing these services public authorities shall be liable and sanctionable to the full extent.

What is more, there are numerous cases of fines for breaching GDPR for public authorities in countries where public authorities are fully or partially liable. The highest fine imposed in Bulgaria was 2,600,000 € to the National Revenue Agency. In Slovakia, the highest fine amounts to 50 000 € and was imposed on Social Insurance Agency. Fines were also imposed on public hospitals in Portugal, the Netherlands, and Cyprus. Belgian data protection authority imposed fines on several mayors and the same authority was fined in Hungary and Poland. Land authority was found to be in breach of GDPR and fined in Malta.
The third specific of public authorities oscillates about funding from public resources and paying potential damage from the same source. It is of the essence to note that public authorities may be seen as standards of compliance with norms adopted or recognized by the state. In case that public authority causes damage within the exercise of the official authority, then taxpayers have the full right to have information about the case and reflect it via mechanisms available in a democracy (for example elections).

However, many EU countries introduced specific laws on the liability of public authorities as discussed above and it is of the essence to examine if these laws are suitable as a substitute for imposing fine by data protection authorities and enforce damages by natural or legal persons.

3.3 Damage caused by public authorities in the data protection area and regulatory challenges

In this part of the article two jurisdictions are examined from the point of liability of public authorities in the data protection area – Slovakia and Austria. Slovakia is one of the countries where imposing administrative fines on public authorities is allowed in full and no exceptions or limitations apply. The liability of public authorities is regulated by Act on Liability of Public Authorities (hereinafter referred to as the Slovak Act on Liability of Public Authorities). On the other hand, the Austrian legislator decided to seize the open clause in Article 83 (7) GDPR and excluded public authorities from being fined based on GDPR. The liability of public authorities in Austria is regulated by so-called Amtshaftungsgesetz (hereinafter referred to as AHG). It is of the essence to briefly compare respective laws on public authorities and derive regulatory challenges with a focus on the data protection area.

As an introductory point, it shall be noted that GDPR and special national laws regulating the liability of public authorities differ on the point of aim of the legislation. GDPR aims to establish rules for the protection of natural persons concerning the processing of personal data and rules relating to the free movement of personal data and enhance the protection of fundamental rights and freedoms especially right to data protection. The free movement of personal data within the EU is guaranteed by the regulation. Supervisory authorities may impose administrative fines or other appropriate coercive mechanisms when obligations in GDPR are breached or ought to be breached. As mentioned above, the GDPR reflects a strict liability regime for controllers and processors. Possibility
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to claim damages on the side of data subjects enshrined in Article 82 may be seen as “a second step” as a breach of GDPR is required as a prerequisite for a successful claim for damages by the injured party. Furthermore, these cases are not decided by supervisory authorities but respective courts usually within the national limits of tort laws. When it comes to liability of public authorities for damages, specific national laws are introduced to hold public authorities liable and compensate injured parties. In comparison, GDPR sets forth rules concerning the processing of personal data in general with enforcement mechanisms. The aim of the legislation is thus different and has to be taken into account.

Considering discussed jurisdictions, three aspects must be analyzed in terms of claiming damages arising in the data protection area using special laws focused on the liability of public authorities.

The first potential obstacle may lie in the limited application of national laws on the liability of public authority. This means that not every public authority in a specific country may be held liable for damages as some are explicitly excluded by legislation or laws are restrictive in terms of scope. Slovak Act on Liability of Public Authorities applies only to unlawful decisions of public authorities and improper official procedures. Although definitions of these notions are absent, common interpretations of these notions may set the threshold too high to be applied in the data protection area. As an illustration, there may be the case when public authority does not implement appropriate organizational and technical measures in line with GDPR and processing of personal data leads to the personal data breach in the form of the personal data leak. In the words of the Slovak Act on Liability of Public Authorities, this case shall not be classified as having unlawful decisions in place since no decision had been as presumed by the legislation. The argument of improper official procedure may be more valid although the demonstrative list of what belongs under the notion of improper official procedure highlights the issue of competence and its limits during the procedure towards the individual. Compliance with GDPR is not the issue of competence of any entity but rather a legal obligation to protect rights and freedoms. However, the vagueness of the definition opens the possibility of enforcing damages in the data protection area from public authorities although this has never been tested in practice. On the other hand, Austrian AHG seems to apply a more dynamic approach when defining when the public authority liability may be attributed to the specific entity. AHG requires any unlawful act of persons at fault when implementing the law on behalf of legal entities prescribed by the law. Such a broad definition of actions or omissions that may attract the liability regime may just fall within boundaries of compliance with GDPR. Obligations enshrined in GDPR for controllers and processors require imple-
mentation and non-compliance with data protection rules may amount to unlawfulness as this is the prerequisite of liability in Article 82 (1). As it is seen from the different scopes of public authority liability laws in Slovakia and Austria, triggering the liability regime may be a difficult task.

Secondly, both discussed acts relate to the exercise of public authority. However, it is not clear what amounts to the exercise of public authority and doctrinal interpretation differs from country to country. Specifically, the question is whether (non)-compliance with legal obligations (in this case prescribed by GDPR) may qualify as the exercise of public authority. It is of the opinion of the author that exercise of public authority has to be connected to some specific task or another obligation involving the processing of personal data prescribed by law as the exercise of public authority. Illustratively, public authorities often offer electronic services of public administration (eGovernment) based on laws. The provision of electronic services of public administration involves the processing of personal data of users and amounts to the exercise of public authority at the same time. In case of breach of GDPR e.g. in the form of a personal data breach within the provision of electronic services of public administration, this situation shall be assessed as potential faulty conduct by the public authority during the exercise of public authority by not implementing requirements prescribed by GDPR during the provision of public services in electronic form. However, the applicability of this construct shall be tested in practice.

Thirdly, the question of damage has to be carefully assessed. Both, Slovak Act on Liability of Public Authorities and Austrian AHG requires harm as an element of the successful claim, therefore, it is crucial for data subject to prove that by the violation of GDPR he has suffered damage. Recital 75 GDPR lists examples of situations how material and non-material damages may occur. The recital mentions identity thefts, financial damage in form of loss, loss of reputation, discrimination, loss of confidentiality provisioned by law or “any other significant economic or social disadvantage.” In this view, it is of the essence to note that many public authority liability laws offer only pecuniary reimbursement to injured parties. The important question arises if it is possible to quantify the damage caused by the violation of GDPR. The answer shall be yes. Even in cases where damage is not distinct like if prospective job applicant was denied of job opportunity due to unlawful processing of his data, lost the job or credit card data were leaked and financial loss occurred, there exist models of calculating the value of personal data regardless their (mis)use. As a starting point, the methodology for evaluating personal data from the Organisation for Economic Co-operation and Development (OECD). Methodologies proposed by OECD are based on calculations of (i) financial results for data, (ii) market prices for data, (iii) expenditure of data losses or breaches, (iv) assessment of prices of data in illegal markets, (v) value of data based on surveys and economic experiments or (vi) willingness of data subjects to pay to protect their data. Most of these methodologies are based on market
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valuations. This may not fully fit in the case of public authorities as they provide public services without the primary aim of raising revenue. However, it is not excluded to use the market value of specific personal data to calculate damages in case of breach of data protection rules by public authorities as the same data may be involved, only the entity is different. What is more, calculations based on the cost of a data breach shall still be highly relevant for private and public authorities as well.

Other methodologies presented by the doctrine also relate to the market value of personal data e.g. in terms of advertising. Finding the correct methodology for evaluating the value of personal data is not only essential towards calculating damages in case of liability of public authorities, but also from the point of commercial use of public sector information allowed by EU legislation.

4 CONCLUSIONS

Personal scope of GDPR is reserved for specific entities recognized by data protection law – controllers and processors. This binary differentiation is widely criticized but doctrine nevertheless remains applicable and being actively interpreted by CJEU. When it comes to liability, there was a significant shift from Directive 95/46/EC to GDPR. Firstly, some concepts including joint controllers were clarified and attributed liability (although the division is responsibility is still vague). Secondly, processors can be held liable from breach of duties specifically prescribed by GDPR or not compliance with instructions of controllers. The liability regime for the controller remains roughly the same.

In general, public authorities remain in a special position compared to private law entities. This status derives mainly from specific tasks endowed to these entities, financing from national budget and exercise of public authority. However, these specifics are not essential when it comes to the processing of personal data and compliance with GDPR.

One of the open clauses of GDPR allows EU member states to provision fining of public authorities in light of national data protection culture and laws. Three groups of countries emerged being member states prohibiting the fining of public authorities, members states setting up specific rules and conditions for fining public authorities and member states that did not regulate the issue at all and left the possibility for fining public authorities in line with GDPR and national data protection laws. In case, that fines are limited, it is of the essence to examine specific national laws regulating liability for damage of public authorities. By comparing the respective laws of Slovakia and Austria it shall be noted that both laws face obstacles regarding specifics of claiming damages in the data protection area using the legislation offered. Difficulties relating to what exactly amounts to the exercise of public authority and limited scope of these laws.